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Use of E-mail:

The Meteorological Service of New Zealand Limited has used e-mail for data collection and dissemination for a number of years now. E-mail has been used for the collection of SYNOP, PILOT and TEMP reports from reporting stations within New Zealand, and for the collection of bulletins of meteorological information from a number of South Pacific nations.

Niue, Samoa, the Cook Islands, Funafuti and Kiribati send their SYNOP, METAR and upper air bulletins to RTH Wellington by e-mail, where systems are in place to insert these bulletins into the GTS for global dissemination.

E-mail is also used to distribute weather forecast bulletins to theses same South Pacific nations, as a backup to the EMWIN (Emergency Managers Weather Information Network) service provided by the USA.

Meteorological bulletins received from Pacific Island Nations have a special heading format in addition to the WMO Abbreviated Header line. This is used by MetService's internal computer systems to process the bulletin for relay onto the GTS. A Specific e-mail address has been set up to receive these bulletins as well. If e-mail does not have the recognised headings on it then is directed to a printer for intervention by communications staff. E-mail messages must be formatted in plain text. Rich text and HTML is not accepted. Messages sent containing 64-bit encoding (binary attachments) are not processed but sent to a holding directory for later review.

The use of e-mail for the receipt of data from New Zealand stations has been reduced in recent times. We now use FTP to deliver SYNOP, METAR, PILOT and TEMP data from our Upper Air Observatories, as e-mail does not provide acknowledgment to the sender that the recipient has received the message. This is seen as the major shortcoming of e-mail as a delivery mechanism. In areas where Internet services are less well engineered, complete loss of service can occur intermittently, affecting delivery of data.

An example of this format followings:

To: <inward mail address>

From: Kiribati Meteorological Office <kirimet@tskl.net.ki>

Subject: PASSAFTN

RELAY TO AFTN

GG METEX

SMKB01 NGTT 0718000

AAXX 07183

91487 NIL=

91490 11397 82607 10260 2023/ 40093 60061 76026 8672/ 333 5669/=

91601 NIL=

91610 31499 70000 10265 20255 40095 54000 70222 86868 333 56999=

91612 NIL

91623 31599 19901 10264 2024/ 4//// 70222 81101 333 569/9=

91629 31599 20000 10276 2026/ 4//// 70200 82100 333 569//=

91701 31499 20806 10261 2024/ 40051 70100 82200 333 562//=

Use of FTP

FTP is used for the reception and delivery of meteorological data from Upper Air Reporting stations throughout New Zealand. A central FTP server is provided at our Wellington headquarters and the outlying station initiates the call, delivering data onto the server in a secure zone behind the firewall. Each station has their own directory with a unique username and password that other users do not have access to. Data is submitted as a text file in standard WMO code format. A file checking utility runs on the FTP server and checks each stations directory for files every 5 minutes. Only files with .txt extensions are processed. Other file types are deleted, for security reasons.

FTP is also used to retrieve data from overseas servers. One example of this is the retrieval of observations in SYNOP code from Pitcairn Island in the central South Pacific. The Pitcairn SYNOP report is transmitted by DCP through GOES-10 to a server at Wallops Island in the Eastern USA. MetService initiates an FTP session every three hours to this server to retrieve the coded report. Once retrieved, the report is wrapped in a standard WMO bulletin header and transmitted on the GTS for global dissemination.

It is important to ensure that any changes make to firewalls that may affect access to servers are conveyed to the registered users. It is our experience that failure to do this results in loss of data.

