Generation of unique identifiers for WMO purposes

Source: CBS/Information Systems and Services

Background

WMO required unique identifiers to be generated for a wide range of purposes: observing stations must be identified, filenames must be unique, documents must be identified, etc. Administering a system for allocating such unique identifiers is potentially extremely cumbersome. WMO’s system for assigning unique identifiers to items allows the task of ensuring uniqueness to be performed as close to the point of creation of the item as possible.

Used properly, this system for creating unique identifiers can guarantee that an identifier given to an object is different from the identifier given to any other object. The system does not prevent more than one identifier being created for a single item.

Principles for assigning unique identifiers

1. There are two types of component that are combined in sequence to create a “WMO unique identifier.” These are defined in the following paragraphs.

Issuing authority:  the task of ensuring uniqueness is delegated by WMO to “issuing authorities.” Each issuing authority can sub-delegate authority for ensuring uniqueness. An issuing authority is denoted by a sequence made up from four character groups.

Identifying sequence: this is used by the lowest level Issuing Authority to ensure that each item can be uniquely identified. Although not mandatory, one method of assigning identifying sequences would be to allocate the next number in sequence as the need for identifiers arises.

2. WMO Secretariat assigns authority to issue unique identifiers to the top level of “Issuing Authority.” Typically, this would be a national meteorological centre, satellite operator or facility such as ECMWF. Each of these authorities is then responsible for setting up processes to ensure that any identifiers generated under its authority are unique. Issuing authorities achieve this by:

1. Nominating its own “Issuing Authorities” to which it will delegate and creating identifiers for those.

2. Defining local procedures to create unique “identifying sequences” for the unique identifiers (identifying sequences) it generates itself.

3. If an item is changed, it must be assigned a new unique identifier so that the modified version can be distinguished from the original.

Note: Possible interpretations of the use of “Issuing Authority” by organisations.

This paragraph does not form part of the standard, but is included to assist WMO members when deciding how widely they wish to implement the WMO system for generating Unique Identifiers. Note that although an “Issuing Authority” may be an organisation, it may also be used to distinguish between different activities or types of information within an organisation. For example, an organisation might wish to introduce an internal issuing authority for documentation and another for meteorological real time products. Many organisations use a paper based filing system that introduces several levels of subject headings – such a scheme could be incorporated in the WMO Unique Identifier standard by declaring each level in the subject heriarchy to be a separate “Issuing Authority.”

Format of a unique identifier

Permitted characters

Unique identifiers consist of a string of characters in the range 0-9 and A-Z ,together with the character “-“ (minus sign) and (possibly no) occurrences of the plus sign (“+”); the “+”sign may only occur in defined locations within the unique identifier. No significance is placed on upper or lower case (that is, the letter “a” is treated identically to the letter “A”).

The “+” is used as a special character for separating components of the Unique Identifier. This is an example, and used here for convenience. Any other character may be used as a separator provided it is not one of the characters permitted in the Issuing Authority or Identifying Sequence.

Length of Unique Identifier

Normally, there are no constraints on the length of the Unique Identifier, though Issuing Authorities must pay due regard to the restrictions that may be placed on the Unique Identifier by the computing systems that will be used to process items containing Unique Identifiers.

In exceptional circumstances, an Issuing Authority may place constraints on sub-delegated authorities to restrict the length of the unique identifiers they generate; this practice does, however, limit the number of items that can be labelled uniquely.

Format of Issuing Authority identifiers

An “Issuing Authority” identifier consists of a sequence of characters in the range A-Z characters. Formally:

{Issuing Authority} = {character string}

where

{character string}={{character} | {character string}{character}}

and

{character}={A|B|C|D|E|F|G|H|I|J|K|L|M|N|O|P|Q|R|S|T|U|V|W|X|Y|Z|-|0|1|2|3|4|5|6|7|8|9} (noting that the system does not distinguish between upper and lower case letters, users may choose to use either case, but they are considered to be the same character)

There is no formal limit on the length of “Issuing Authority” identifiers. However, users are encouraged to keep them as short as possible.

In order to ensure uniqueness of identifiers, each Issuing Authority is responsible for maintaining its own table of “Issuing Authority” identifiers to which it has delegated authority to generate unique identifiers. There is no requirement for the same “Issuing Authority” identifiers to be used for different “Identifier Classes.”

It is not necessary for an Issuing Authority to inform any other organisation of the meaning of its “Issuing Authority” identifiers, though it may be helpful to do so (for example, organisations to whom it sub-delegated authority to issue unique identifiers – though even then it is not necessary). 

Format of Identifying Sequence

The “identifying” sequence is an arbitrary string of characters that is used to ensure uniqueness. It is not necessary to assign meaning to the characters, and methods of assigning it might be a sequence number or a date-time sequence. Formally:

{Identifying Sequence}={extended character string}

where

{extended character string}= {{extended character} | {extended character string}{ character}}

Format of a complete Unique Identifier

A Unique Identifier is formed by chaining together the Issuing Authorities and Identifying Sequence used to define it. Any Issuing Authority tasked with generating unique identifiers will have been passed the first part of this Unique Identifier, and must add any “Issuing Authority” identifier it assigns to the end (right) of the string it has been passed, separated by the string it was passed by a “plus” sign.

An Issuing Authority that wishes to sub-delegate authority will need to add to the components of the identifier that it was passed from its parent Issuing Authority followed by a plus sign (“+”) and then the Issuing Authority identifier for the organisation to which it is delegating authority.

Because the Issuing Authority identifiers may be of any length, uniqueness of the whole identifier is guaranteed by separating the Identifying Sequence from the other components by a minus sign (“+” ).

 Formally:

{Unique Identifier}={Authority String} “+” {Identifying Sequence}

where

{Authority String}={{Issuing Authority} | {Authority String} “+” {Issuing Authority}}.

Examples of unique identifiers

These examples exist only to show how the unique identifiers are built up. Although it is possible that they will be generated by Issuing Authorities, no significance is intended by their inclusion as examples. In particular, the strings used for the components of the identifier do not represent those that would actually be issued by the Issuing Authorities implied in the examples, nor do the Issuing Authorities necessarily exist.

Example 1 – Two onward sub-delegations from WMO

	Comment
	Component of identifier

	Issuing Authority

WMO Secretariat – CBS WWW (Note, this is an example only and does not imply that the Issuing Authority has been assigned).
	1

	Issuing Authority – UK Met Office
	EGRR

	Issuing Authority – AN Other PLC
	C123

	Issuing Authority  – Product X
	Q2A

	Identifiying Sequence
	20040930050101


Full unique identifier:

1+EGRR+C123+Q2A+20040930050101

Example 2 – extended definition of Identifier Class and Issuing Authority

	Comment
	Component of identifier

	Issu9ig Authority - WMO
	WMO

	Issuing Authority

WMO Secretariat – EC Administration (note – this is an example only and does not imply that the Issuing Authority has been assigned)
	AZ2S

	Issuing Authority – Briefing Paper
	233

	Issuing Authority – German Met Service (note – this is an extended identifier)
	A123

	Issuing Authority – Progress reports (note: this indicates how topics could be build into the chain)
	Z4G3

	Issuing Authority – IT Department (note – this is a character sequence, so the leading zeroes are part of the identifier)
	001

	Identifiying Sequence
	1


The full unique identifier is then:

WMO+AZ2S+233+A123+Z4G3+001+1

Example 3 – WMO File Naming Convention

	Comment
	Component of identifier

	Issuing Authority – WMO
	WMO

	Issuing Authority – CBS
	CBS

	Issuing Authority

WMO WWW Secretariat – WWW filenaming convention
	W

	Issuing Authority – CCCC – UK
	EGRR

	Issuing Authority – Global NWP (note, this example does not imply that this Issuing Authority as actually been defined)
	G1

	Issuing Authority – Graphical Output
	GG

	Identifiying Sequence

The component before the minus sign is an identifier unique to the type of graphical output in the file. This might remain the same from day to day. The components after the minus sign make the Identifying Sequence unique by combining the data and time of creation of the product with the file extension
	101111901-20040930103044JPG


The above table illustrates how a unique identifier could be derived for a file named under the WMO file naming convention.

The Full Unique Identifier would be:

W+EGRR+G1+GG+101111901-20040930103044JPG

The associated file name would be (assuming that there is no “free format” component:

W_G1+GG_101111901_C_EGRR_20040930103044.JPG

Abbreviation of the Unique Identifier

On occasion, it may be pragmatic to reduce the length of the Unique Identifier, such as when the identifier is used for internal purposes or because the context implies high level components of the identifier. In this case it may be appropriate to omit the components of the identifier on the left hand side of the Unique Identifier that are available from the context.

Care must be taken when exercising this discretion to abbreviate the Unique Identifier – in particular it can only be a valid practice for exchange of unique identifiers within the community and context that lead to the uniqueness being implied (for example, WMO WWW files exchanged beyond the WWW community may not, in practice, have unique identifiers because other communities might have naming conventions that duplicated names within the WMO community).

WMO as top level Issuing Authority

So that the scheme may be extended beyond the WMO community, the top level Issuing Authority is “WMO.”

Table of top level WMO Issuing Authorities

	Identifier
	Issuing Authority
	Linitations on Unique Identifier
	WMO Secretariat responsible

	CBS
	WMO Secretariat
	None
	CBS-WWW


Table of second level (CBS) Issuing Authorities

	Identifier
	Issuing Authority
	Linitations on Unique Identifier
	WMO Secretariat responsible

	W
	WWW file naming convention
	Total length, excluding top four levels of Issuing Authority, the date time stamp and file type, to be less than or equal to 40 characters.
	CBS-WWW


Table of Issuing Authority Identifiers issued by Issuing Authority W (WWW file naming convention)

The Issuing Authority is International four-letter location indicator of the station or centre as agreed internationally, and published in WMO Publication No. 9, Volume C1, Catalogue of Meteorological Bulletins.

Generating Unique Identifiers for file names under the WMO file naming convention

The format of a WMO file name under the file naming convention is:

pflag_productidentifier_oflag_originator_yyyyMMddhhmmss[_freeformat].type[.compression]

The unique identifier is constrained by the WMO Issuing Authority for the WWW file naming convention to have the following format:

WMO+CBS+W+{originator}+{Specific Reference}-{yyyyMMddhhmmss}{type}

Where {originator}, {yyyyMMddhhmmss} and {type} are as defined in the WMO file naming convention (WMO 386).

{Specific Reference} is a combination of the Issuing Authority identifiers to which the “originator” has delegated authority and the “Identifying Sequence” defined by the lowest level Issuing Authority. WMO expects that in many cases the “Identifying Sequence” will refer to a type of product, with particular instances being distinguished by the date and file type.

The length of {Specific Reference} must not exceed 40 characters so that the complete file name (excluding the freeformat item) remains within 63 characters.
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